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Disclaimer
The information, documentation and figures available in this deliverable are written by the “ROXANNE - Real timenetwork, text, and speaker analytics for combating organised crime” project’s consortium under EC grant agreement833635 and do not necessarily reflect the views of the European Commission.
The European Commission is not liable for any use that may be made of the information contained herein.

Copyright notice
©2019 - 2022 ROXANNEConsortium

Project co-funded by the European Commission within the H2020 Programme (2014-2020)
Nature of deliverable: R

Dissemination Level
PU Public ☒
CO Confidential, only for members of the consortium (including the Commission Services) ☐
EU-RES Classified Information: RESTREINT UE (Commission Decision 2015/444/EC) ☐
* R: Document, report (excluding the periodic and final reports)DEM: Demonstrator, pilot, prototype, plan designsDEC: Websites, patents filing, press & media actions, videos, etc.OTHER: Software, technical diagram, etc.
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Executive Summary
This deliverable D9.3 (ROXANNE’s dissemination & exploitation plan [M5]) is prepared in response toT9.5 (Prepare and use dissemination and communications materials [M1-M20]). It describes andelaborates on the project’s exploitation, and dissemination plan as the project progresses.
Objective:
ROXANNE’s Dissemination and Exploitation Plan defines the activities to be performed and the medium tobe leveraged to disseminate the project and its results while enabling the exploitation of the project’s results.
Significance:
This document contains planned activities and means to ensure optimal dissemination and promotion of allthe relevant knowledge emerging from the project while keeping in mind the privacy and confidentiality ofthese results. Some of the prime terms used in this document are defined as following:

a) Dissemination – To raise awareness about the project, its significance, its objectives, its consortium,progress and results. It deals with reaching the right stakeholders who can best make-use of theproject results. Some examples are books, reviewed papers, presentations on scientific conferencesand in social events.
b) Exploitation and Impact – To enable effective knowledge transfer, resulting in exploitation bydifferent end-users who can provide measurable impacts of the project while ensuring thatIntellectual Property (IP) of the project is properly managed in line with the exploitation planprepared by the consortium. Some examples of such efforts can be relevant use of datasets, indices,standards, software, benchmarks and training workshops which are part of project’s output.

ROXANNE is ensuring maximum reach and impact while considering the cost and reach optimizationaspects in line with the KPI’s mentioned in this document. This document has been drafted by Capgemini;however, all project partners are actively involved in the dissemination and exploitation aspects and efforts inorder to increase awareness, and ensure impact from project results, especially in their own communities anddomains.
The next versions of this document are pending inM18 andM36.
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1. Introduction
The objective of this project is to develop an analytical platform which enhances investigation capabilitiesfor criminal cases while improving identification of person of interest by developing an interface on top ofmulti-modal (speech/text and video processing) technologies. This would also incorporate elements ofnetwork analysis to reduce the network size. The idea is to then create an optimal dashboard for this platformwhile complying with legal and ethical norms of EU and INTERPOL.
This Dissemination and Exploitation Plan is drafted at initial stage of the project and the steps referred to in itshall be implemented immediately after the start of the project. This plan will be revised and updated on aregular basis throughout the life of the project to ensure that it remains appropriate for use.
Capgemini, together with all project partners, is implementing efficient measures for effective dissemination,exploitation, impact creation and maximum outreach. This is helping in ensuring that any useful informationproduced in the project is established and not only made available but also passed to potential end-users.
Through the activities and initiatives outlined in this document, we are attempting to target key stakeholdersand end users while also reaching out to other projects with which we anticipate a successful partnership.
Specific objectives of this plan are to:

 Manage intellectual property rights (IPR) to optimally exploit project results;
 Identify and enable smooth exchanges within targeted stakeholder groups;
 Promote the project actions and findings to the scientific community, industry stakeholders, policymakers and society beyond the consortium;
 Capture appropriate and synthesized key messages on results for active knowledge transfer throughcommunication tools and training.

Each beneficiary has an obligation to protect, disseminate and exploit results it has generated throughROXANNE, in line with the articles 27, 28 and 29 as in Grant Agreement. More details on the same canbe found in the ANNEX I.
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2. Dissemination activities in ROXANNE
Dissemination has been recognised as one of the top priorities by the EC. Dissemination of results is also acontractual obligation for each of the ROXANNE project participants. Dissemination deals with what,where, how and why should be publicly disclosed to the relevant audience keeping in mind its reach andimpact.
Following text details some of the tools through which the consortium intends to disseminate the projectresults. Most of these tools are also used for the purpose of communication and hence are part of thecommunication plan too.

2.1. Target Audience
As mentioned earlier in D9.2 (Communication Plan), ROXANNE targets a wide community including:

 LEAs - Law Enforcement Authorities (European and non-European, especially through the globalnetwork of INTERPOL with access to 194 INTERPOL member countries) and Europol
 Public and private organisations (through an extensive list of industry and SME project partners)
 Local and regional government, operators & policy makers
 The academic and industrial R&D community
 European Network of Forensic Science Institutes (ENFSI), European institutions and NGOs
 Developers, other SMEs and Innovation Communities
 Policy makers
 Media
 Others (This category will be further defined upon completion of stakeholder contact list)

A detailed stakeholder contact-sheet (As mentioned in Section 2.4.1 - Stakeholder Contact List, of D9.2 -Communications Plan) is enabling the communication with all the stakeholders involved in the project bycollating their contact details (Based on consent or legitimate interest assessment) and classifying themaccording to their category among above mentioned categories. Depending on the same, different effectiveengagement and exploitation strategies might be employed in order to maximum reach and impact.
The efforts of dissemination and exploitation can further be segmented into internal and external:
Internal Efforts:The internal dissemination activities are being carried out among consortium partners. This dissemination isplaying a key role in smoother project execution, exploitation of potential synergy and ensuring building oncomplementary strengths of the consortium. In carrying out internal or external dissemination operations, allconsortium members are required to contribute and follow the specified procedures. The main task in thisarea is to establish the content's level of privacy and, once this work is done, further dissemination actionswill be carried out subsequently.
External Efforts:External dissemination efforts take different forms based on the content being transmitted and the audiencebeing addressed. The consortium has segmented the public according to the goals and objectives whilekeeping in mind the potential relationship to be sought with the stakeholders.
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2.2.What/When/Who/How
The general framework of the ROXANNE dissemination (and communication) activities is illustratedbelow:

Goal determination: The goal of the dissemination strategy is to raise awareness among the target groups,get actionable inputs and insights from them, connect with a sufficient number of ROXANNE stakeholdersfor the development of the pilots at a national or end-user representative level, and prepare the ground for theexploitation of the achieved results.
Phase definition: To achieve the project objectives from a dissemination point of view, the disseminationand communication strategy will follow the three phases shown in table below, discussing also methods howto reach these objectives, and their status:

Objective Methods

Year1

Awareness-oriented phase
This phase starts from the beginning ofthe project and runs until its completion,so as to raise awareness of the project, itsobjectives and activities.

- Visual Identity of the project [Completed in D9.1]- Set up the project website [Completed in D9.1]- Distribute leaflets, brochures [In Progress]- Launch ROXANNE social media [Completed in D9.1]- Promotion in conferences and events [In Progress]- Consolidation of the stakeholders’ community [In Progress][Mentioned in D9.2]- Evaluation of dissemination activities (WP9) [In Progress]

Year2
Output-oriented phase(mainly 2nd and 3rd year)

This phase starts as soon as the firstoutputs of ROXANNE are available andaims to promote them so as to allowstakeholders and final beneficiaries to getto know the projects achievements andthe related benefits.

- Presentation of the ROXANNE ecosystem, tools and elements andfirst demonstration results in main conferences and events, pressreleases (task T9.6)- Wide dissemination in pilots- Continuously updating the project website and continuing the socialmedia activity- Submit papers to academic journals and conferences (T9.8)- Involve decision makers in dissemination activities

Year3

Exploitation-oriented phase
This phase starts through preparatoryactivities that will contribute to the actualexploitation of the project results after itscompletion. Dissemination in this respectaims to support the overall exploitationactivities by promoting to potentialstakeholders.

- Presentation of the ROXANNE results in relevant conferences- Publications in scientific journals (targeting A*/A ranked)- Final year conference (task T9.7)- Creation of the exploitation and sustainability plans- Presentation of market testing output and business models
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2.3. Communication & Dissemination KPI’s for ROXANNE
The following table provides a quantification of the project’s dissemination activities, already preparedduring the proposal phase of the project and specified in Grant Agreement of the project. This tabledenotes project’s KPI for all three years starting from M1. This will be used as a basis for verifyingwhether the project dissemination objectives have been met:

Channel Activity KPI
Project website* Web access to deliverables, technical results andpresentation materials of ROXANNE

2500 visitorsthroughout thelifespan of theproject

Pushannouncements* Regular push announcements through social media(Twitter, LinkedIn, ResearchGate etc.)

Twitter followers:<100 – poor, 100-250 – good, 250+ -excellent
LinkedIn Followers:<100 – poor, 100-250 – good, 250+ -excellent

Newsletter* Regular bi-annual newsletter with the technicalactivities of ROXANNE ≥6 newsletters
Flyer/Brochure* High–quality electronic brochure with the technicalapproach and activities of ROXANNE

≥500 hard copiesdistribution in ≥ 10events
Project video* 3 project videos ≥1’000 views

(ii) Scientific and technical publications
Journal publications Publications in international peer-reviewed journals innetwork analysis, speech, text, video, and multi-modal data related subjects ≥6 publications

Magazinepublications
Publications in international (printed or online)magazines in network analysis, speech, text, video,and multi-modal data related subjects ≥6 publications

Conferencepublications
Publications in international referred technicalconferences in network analysis, speech, text,video, and multi-modal data ≥12 publications

Special issues Preparation of special issues in internationalreferred technical journals and magazines
≥1≥10 selectedpapers/issue

(iii) Organization of project related events
Conferenceorganization

Organization of final international conference innetwork analysis, speech, text, video, and multi-modal data related subjects
1 event≥100 attendees

Workshops Organization of workshops 2 workshops ≥30attendees (each)
Field Test event 3 field test events 1 event per year

Meetings Ethics board meetings, stakeholder board meetings;conference calls and face-to-face 1 meeting per quarter
(iv) System-level demonstrations

Exhibitiondemonstrations Major fairs and exhibitions such as TWENTY2X ,Milipol ≥2 demos
EU demonstrations Major EU events such as meetings and workshops ≥1 demo

Conference Major conferences such as Interspeech, EISIC. ≥2 demos
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demonstrations
*These KPIs deviate from what were originally mentioned in the grant agreement in order to usemore appropriate metrics. We believe that this will ensure much more relevant reach and impact.
2.4. Online Dissemination
The several online dissemination strategies are considered in ROXANNE and some of them have alreadybeen mentioned in some of previous deliverables, and/or already implemented by ROXANNE partners.
A set of graphical elements has been designed (As mentioned in Section 1- Visual Identity, of D9.1 -Creation of the project’s identity, website and online accounts) in order to give an identity to the ROXANNEproject. The designed elements are the ROXANNE logos and templates for reports, minutes, agenda, andacknowledgment, as well as private and public presentations. Assets including the project logo and templatesthat were duly submitted in D9.1 - Creation of the project’s identity, website and online accounts.

2.4.1. Assets for distribution
Leaflets and Brochures:We have created an initial draft of leaflets for the project while professional brochures, leaflets and postersare being designed as per the project timeline.
Following are images of one of the draft brochures:



ROXANNE | D9.3 ROXANNE’S Dissemination & Exploitation Plan

14
This project has received funding from the European Union’s Horizon 2020 research and innovation programme under grant agreement No 833635. No part of this document maybe used, reproduced and/or disclosed in any form or by any means without the prior written permission of the ROXANNE project partners. © 2019 – All rights reserved.

2.4.2. Website
The project’s public website has been registered at: http://www.roxanne-euproject.org/. In order to ensure anonline presence from the inception of the project, initially the project identity is developed with a beta versionof the website platform containing preliminary information about the project aims, partners and fundinginformation. A more detailed and sophisticated website (uniquely supporting a secured communicationunder https:) is currently under the development, incorporating the ROXANNE graphic identity, additionalcontent and functionality, such as social media buttons, newsletter sign-up, blogpost, etc.
As mentioned in D9.1, the final version of the website is right now under the construction by webadministrators at IDIAP and will extend the website’s capabilities and functionalities.

2.4.3. Social Media
For this project, we are reaching out to relevant and significant stakeholders using LinkedIn and Twitter asthe primary mediums for social media dissemination and communication. LinkedIn is helping us connectwith relevant stakeholders and audience while Twitter is helping us drive the information related to projectwith a less targeted mode of communication. More details can be found in a preceding deliverable D9.1.

2.4.4. Newsletters & Blogs
ROXANNE will have a dedicated project newsletter, which will be bi-annual in nature. The ROXANNEnewsletter will highlight project results and updates on project news and other relevant information. Thenewsletter will be sent out to partners, connected stakeholders, relevant contacts, and any other individualswho have expressed interest. The ROXANNE project website and the collaborative platform will also have
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an archive of newsletters for access.
The blogs, however, are updated on project website on monthly basis by a variety of partners focusing ondifferent aspects and areas of the project. The first blog was uploaded in December 2019 and was drafted byITML. The topic for the same was data fusion bus. This initiative would lead to regular updates and betterconnect with our target audience. We have 4 blogs posted on the website as on date. The same are promotedthrough official handles of the project.
These assets would further be promoted on social media accounts through official handles and by partnersthrough various dissemination channels including digital but not limited to dissemination on platforms suchas email, websites (Including partner websites and intranets such as that of INTERPOL and IDIAP) andsocial media handles.

2.4.5. Project Videos
We intend to produce project videos which are promotional as well as documentary based in nature.
The initial video will focus on the ROXANNE project, providing a clear concise overview and explanationof the project, its objectives and relevance and impact for the wider society. The final video will focus on theresults of the project.
All videos will be available on the ROXANNE website and promoted through our social media accounts.The project videos serve to raise awareness about the project, its mission and the need for new technologyfor LEAs to stay ahead of organised crime.
TRI would be responsible for the creation of 3 of these videos. A video will be produced every 12 monthsand will be available byM12, M24 andM36, however some flexibility may be considered in relation to howthe project and research outputs are delivered.

2.5. Scientific Dissemination

2.5.1. Publications
When project results become available, consortium partners will be encouraged to publish results in high-impact and scientific (peer reviewed) publications and journals. The ROXANNE consortium will complywith the rules mentioned in the GA related to publications. All publications (final articles or manuscriptsaccepted for publication) will be properly edited and their security would be ensured subject to theconfidentiality of the document. To promote open access publishing within the consortium, a budget hasbeen allocated for publications containing project results.
Some of the other targeted dissemination channels identified by the consortium are as follow:

1. List of Scientific Publications (journals, letters, transactions, etc.)
S.No. Journal/Magazine Description LeadPartner
1 Journal of International Journal ofPolice Strategies & Management a quarterly peer-reviewedacademic journalcovering the study of policing.
2 Science and Justice Journal of the forensic science community NFI
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3 Crime Prevention & CommunitySafety Crime Prevention and Community Safety

4 Speech communication
Speech Communication is a publication ofthe EURASIP and ISCA. It is well perceivedjournal related to speech and signal processingoriented research.

IDIAP,BUT,USAAR
5 IEEE/ACM Transactions on Audio,Speech, and Language Processing “The” IEEE journal for speech processing. IDIAP,BUT,USAAR
6 Speech and Language Processing IEEE/ACM Transactions on Audio,Speech and Language Processing (TASLP)

IDIAP,BUT,USAAR
7 IEEE Signal Processing Letters Fast turnover IEEE journal for short papers onsignal, audio and speech processing topics.

IDIAP,BUT,USAAR

8 Computer Speech and Language,
Elsevier journal, official publication of
the International Speech CommunicationAssociation (ISCA), publishes a number ofspecial issues related to ROXANNE topics,such as speaker verification.

IDIAP,BUT,USAAR

9 Transactions of the Association forComputational Linguistics (TACL)
MIT Press journal in the areas of areas ofcomputational linguistics and natural languageprocessing USAAR

10 ACL Anthology
Open Access platform for Proceedingsbelonging to the Association forComputational Linguistics and relatedorganizations.

USAAR

11 Social Network Analysis and Mining

Social Network Analysis and Mining (SNAM)is a multidisciplinary journal servingresearchers and practitioners in academia andindustry. It is the main venue for readers fromcomputer science, network science, socialsciences, etc. It is soliciting experimental andtheoretical work on social network analysisand mining using a wide range of techniques.

LUH

12 ACM Transactions on SocialComputing
ACM Transactions on Social Computing(TSC) seeks to publish work that covers thefull spectrum of social computing includingtheoretical, empirical, systems, and designresearch contributions.

LUH

13 ACM Transactions on the Web
ACM Transactions on the Web (TWEB) is ajournal publishing refereed articles reportingthe results of research on Web content,applications, use, and related enablingtechnologies.

LUH

14 ACM Transactions on InformationSystems

The ACM Transactions on InformationSystems (TOIS) publishes papers oninformation retrieval (such as search engines,recommender systems) that contain newprincipled information retrieval approachessuch as models or algorithms and developmentof content (text, image, speech, video, etc.)analysis methods to support informationretrieval and information seeking

LUH
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15 Forensic Science International:Digital Investigation
Journal on crime and security throughout thecomputerized world. The primary pillar of thispublication is digital evidence and multimedia,with the core qualities of provenance, integrityand authenticity.

NFI

16 European Journal of Criminology A refereed journal published by SAGEpublications and the European Society ofCriminology. UCSC
17 Global Crime Francesco Calderoni from UCSC is AssociateEditor of the journal UCSC
18 European Journal on Criminal Policyand Research Ernesto U. Savona from UCSC is Editor-in-chief of the journal UCSC
19 Trends in Organised Crime Francesco Calderoni from UCSC is in thejournal’s Editorial Board UCSC
20 Crime Science A 100% open access journal published bySpringer Nature. UCSC
21 Policing A leading policy and practice publicationaimed at connecting law enforcement leaders,police researchers, analysts and policy makers. UCSC

22 IEEE Journal of Selected Topics inSignal Processing Prestigious IEEE journal, with the highestimpact factor (almost 6.7) in the field.
IDIAP,BUT,USAAR

23 International Journal for Crime,Justice and Social Democracy
Leading international open access academicjournal specialising in the study of crime,criminal justice and society. TRI

24 Policista Journal on public security and police work. Itis being published by the Ministry of Interiorof the Czech Republic. PCR
25 Drugs & Forensics Bulletin Journal of National Antidrugs Central of thePolice of the Czech Republic. PCR

26 Policija i sigurnost (Police andSecurity)

The journal “Policija i sigurnost” (Police andSecurity) publishes reviewed scientific andprofessional papers from the field of policescience and law enforcement, criminalinvestigation, substantive criminal law,criminal procedure law and correctional law,international public and criminal law, nationalsecurity, criminology, penology, victimology,forensic medicine, forensic psychology andpsychiatry and related fields (the history of thepolice, forensic anthropology, criminalinvestigation statistics etc.). The journal alsopublishes papers in the columns: From practiceto practice, Police procedures and Courtpractice, Views and Opinions, Reviews andComments and Student’s papers. Beforescientific and professional articles arepublished, they are subjected to double-blindpeer review process. Articles are published inCroatian and English.

MUP

2.5.2. Conferences and Events



ROXANNE | D9.3 ROXANNE’S Dissemination & Exploitation Plan

18
This project has received funding from the European Union’s Horizon 2020 research and innovation programme under grant agreement No 833635. No part of this document maybe used, reproduced and/or disclosed in any form or by any means without the prior written permission of the ROXANNE project partners. © 2019 – All rights reserved.

ROXANNE partners have already started participating in multiple events and conferences relevant to thedomain of the project. The project is presented on these platforms with an intention to raise awareness,disseminate project results and connect with other relevant stakeholders who can be continually updated onthe progress of the project. These events would be national and international in scope. The participation byconsortium partners would further be highlighted through social media handles, blogs and/or the recurringnewsletter to stakeholder contact-sheet.
So far 4 events have been organized/attended by consortium partners. More information on the same canbe found in the Section 4 - “Reporting on dissemination activities”. Some of the avenues identified andtargeted by consortium are as following:

1. List of targeted conferences:
S.No. Conference (insert a link) Description/What to publish LeadPartner

1 ISS World MEA

The world's largest gathering of Regional LawEnforcement, Intelligence and Homeland SecurityAnalysts, Telecoms as well as Financial CrimeInvestigators responsible for Cyber Crime Investigation,Electronic Surveillance and Intelligence Gathering. Wewill inform about Roxanne project at the event and shareeverything on Roxanne and PHO social media.

PHO

2 IEEE International Conferences onIntelligence and SecurityInformatics (ISI)

The annual IEEE ISI is the leading conference in securityinformatics domain, combining academic researchers ininformation technologies, computer science, public policy,bioinformatics, medical informatics, and social andbehavior studies as well as local, state, and federal lawenforcement and intelligence experts, consultants andpractitioners. We plan to communicate and disseminateproject activities in this conference.

SAIL

3
IEEE International conference onacoustic speech and signalprocessing (ICASSP)

Major IEEE international conference in which speech isthe majority part. Co-organized by BUT in 2011 inPrague. Czechia. We plan to publish the results of speechdata mining techniques

IDIAP,BUT,PHO,USAARSAIL

4 ISCA Interspeech
One of the most important speech related internationalconference, organized annually. We plan to publish theirresearch achievements on these conferences.BUT is the main organiser of Interspeech in 2021.

IDIAP,BUT,PHO,USAARSAIL
5 ISCA Odyssey: The Speaker andLanguage Recognition Workshop

Small but important ISCA workshop on speakerrecognition, language recognition and diarization. Weplan to publish results in these areas. Biannual, organizedby BUT in 2010 in Brno, Czechia.
BUT,IDIAP

6 IEEE Automatic speechrecognition and understandingworkshop (ASRU)
Small and very selective workshop on speech recognitionand understanding. Biannual, organized by BUT in 2013in Olomouc, Czechia. We plan to publish results in theseareas.

BUT,IDIAP,USAAR
7 IEEE Spoken LanguageTechnology conference (SLT)

IEEE conference on speech technologies, complementingASRU and Odyssey, more technologically oriented. Weplan to publish results in speech data mining. Biannual.
BUT,IDIAP,USAAR

8 World Wide Web Conference(WWW) The leading conference on Web research LUH

9
Annual Meeting of theAssociation for ComputationalLinguistics (ACL) or their localchapters European Chapter of the

This series of conferences comprises some of the leadingconferences in computational linguistics. It covers a widerange of topics with a strong focus on machine learningdriven natural language processing , like the work
USAAR
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ACL (EACL), North AmericanChapter of the ACL (NAACL) andAsia-Pacific Chapter of the ACL(AACL)

performed by USAAR.

10 International Conference onComputational Linguistics(COLING)
Major conference in natural language processing thatcovers information extraction. USAARSAIL

11 SIGNLL Conference onComputational Natural LanguageLearning (CoNLL)
Being the origin of the first big breakthroughs in namedentity recognition and organized by the ACL specialinterest group on natural language learning, this is a topconference for natural language processing.

USAAR

12 Conference on Empirical Methodsin Natural Language Processing(EMNLP)
Organized by the ACL special interest group on linguisticdata and corpus-based approaches, this is one of theleading conferences for machine learning and deeplearning based natural language processing.

USAARSAIL

13 International Conference onMachine Learning (ICML)
One of the major conferences on machine learning. Withits coverage of both general machine learning techniquesas well as applications, it is suited for the more generalresults of USAAR’s research on low-resource machinelearning.

USAAR

14 Conference on Neural InformationProcessing Systems (NeurIPS)
Being one of the leading conferences in neuralinformation processing, it is of interest to USAAR for itsmachine learning research. It’s Expo day also connectsacademia and industry.

USAAR

15 AAAI Conference on ArtificialIntelligence
Top conference on artificial intelligence organized by theAssociation for the Advancement of ArtificialIntelligence. One of its main fields of interest are machinelearning techniques, including applications on naturallanguage processing.

USAAR

16 International Joint Conferences onArtificial Intelligence (IJCAI) Major conference on artificial intelligence includingmachine learning. USAAR
17 International Conference onLearning Representations (ICLR)

One of the leading conferences for research on deeplearning. In 2020, it also hosts workshops on low-resourcemachine learning and natural language processing. USAAR

18 International Conference onLanguage Resources andEvaluation (LREC)

Top conference in natural language processing organizedby the European Language Resources Associationfocusing on language resources and data. Platform fornew language resources and emphasis on low-resourcescenarios.

USAARBUTSAIL

19 The International ACMConference on Information andKnowledge Management (CIKM)
Major conference for knowledge management, combininginformation retrieval, and database communities. LUH

20 The International AAAIConference on Web and SocialMedia (ICWSM)
ICWSM is one of the world's premier conferences andpublication venues in computational social science. LUH

21 The international conference serieson Advances in Social NetworkAnalysis and Mining (ASONAM)
This interdisciplinary IEEE conference brings togetherresearchers and practitioners from a broad variety of fieldsin the area of social network analysis and mining

LUHSAIL

22 ISS World Asia

The world's largest gathering of Regional LawEnforcement, Intelligence and Homeland SecurityAnalysts, Telecoms as well as Financial CrimeInvestigators responsible for Cyber Crime Investigation,Electronic Surveillance and Intelligence Gathering. Wewill inform about Roxanne project at the event and shareeverything on Roxanne and PHO social media.

PHO
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23 ISS World Europe

The world's largest gathering of Regional LawEnforcement, Intelligence and Homeland SecurityAnalysts, Telecoms as well as Financial CrimeInvestigators responsible for Cyber Crime Investigation,Electronic Surveillance and Intelligence Gathering. Wewill inform about Roxanne project at the event and shareeverything on Roxanne and PHO social media.

PHOMUPMOPS-INP

24 ISS World Latin America

The world's largest gathering of Regional LawEnforcement, Intelligence and Homeland SecurityAnalysts, Telecoms as well as Financial CrimeInvestigators responsible for Cyber Crime Investigation,Electronic Surveillance and Intelligence Gathering. Wewill inform about Roxanne project at the event and shareeverything on Roxanne and PHO social media.
PHO

25 European Intelligence & SecurityInformatics Conference (EISIC) European Conference on Counterterrorism andCriminology
AIRSAILAEGIS

26 Illicit Networks Workshop Workshop on criminal networks UCSC
27 Annual meeting of the AmericanSociety of Criminology (ASC) Largest conference of criminology worldwide UCSC
28 Annual conference of theEuropean Society of Criminology(ESC) Largest criminological conference in Europe UCSCKEMEA
29 Stockholm CriminologySymposium Important annual research and policy conference, wherethe Stockholm Prize in Criminology is awarded UCSC
30 Expo Seguridad Mexico The largest exhibition for security products and solutionsin Latin America. It is the place where manufacturers,distributors, integrators, and end users meet. PHO
31 Socio-Legal Studies Association Leading conference dealing with law and society TRI
32 Nicosia Risk Forum

An innovative event for the area of South-Eastern Europe,which brings together academic, industrial, governmental,and other societal stakeholders with a significant interestin the theory and applications of risk.
ADITESS

33
International Symposium onFoundations of Open SourceIntelligence and SecurityInformatics (FOSINT-SI)

Open source intelligence for cyber situational awarenessrelated to concepts, models and methods for cyber threatintelligence in tactical, operational and strategic levels arecentral to the scope of this event. SAIL plans to attend.
SAIL

34 Conference on Counterterrorism,Crime Fighting, Forensics, andSurveillance Technologies (SPIE)

This conference brings together emerging technologies forcountering terrorism and crime and providing support toforensics, surveillance, security and defence forces. Itaddresses the big issue of maintaining security and safetyby detecting and identifying dangerous, hidden andcamouflaged materials and recognizing suspiciousbehavior from video imagery, all the while workingwithin a legal and moral framework that respectsindividuals’ rights.

SAIL

35 International Conference onSpeech and Computer (SPECOM)
SPECOM is an interdisciplinary scientific eventcombining researchers, linguists and engineers working inthe areas of speech science, speech technology, naturallanguage processing and human-computer interaction.SAIL plans to attend and disseminate in this conference.

SAIL

36 International Conference onApplications and Systems ofVisual Paradigms (VISUAL)
This conference focuses on visual services andapplications, such as visual analysis of big data, visualforensic analytics, visual reasoning Systems, visual AEGIS
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1https://www.interspeech2021.org/
2https://www.isca-speech.org/iscaweb/index.php/conferences

exploration of data sets, interactive visual profiling;activity recognition by visual analytics; visual causalityanalysis, and Visual correlation analysis.
37 International Conference onForensic Inference and Statistics(ICFIS)

This conference unites lawyers, statisticians and forensicscientists in their interest in optimal reasoning concerningforensic evidence. NFI

38 CYSEC, Croatia

The thematic framework of the conference among otherscovers also the following research areas:– Cyber security in context of terrorism, threats andsolutions;– Situational awareness and security metrics;– Investigation and digital forensics;– Cyber terrorism and cyber crime

MUP

39
International Congress“Criminalistics and ForensicExpertology: Science, Studies,Practice”

Main topics of the Congress are tactics of criminalistics,cybernetic security, modern tendencies in criminalistics,methods of crime investigation. 16th Congress wil be heldin Bratislava, Slovakia
LTEC

40 Audio Engineering Society (AES)International Conference on AudioForensic LTEC

41 Zagreb, Police College ResearchDays

The aim of this conference is to address numerous securitychallenges on a global level and to gather experts fromvarious interdisciplinary fields which cover differentaspects of security. The conference will provide theopportunity to discuss security issues, practice-based andscientific experiences, take a stance and eventually findanswers to questions on how to deal with securitychallenges now and in the future

MUP

2.6. Organization of Scientific Events
Our goal will be to enhance the visibility of our contributions at all possible levels. In 2021, BUT willorganize Interspeech1, the most important conference for speech processing community, with attendancereaching over 2000 participants. The International Speech Communication Association (ISCA)2 hasevaluated the BUT bid and decided to schedule 2021 Interspeech in Brno after Hyderabad (India), Graz(Austria) and Shanghai (China). The ROXANNE project will be publicized in the conference presentationsand posters will be used. Also, we will evaluate a possibility of having ROXANNE booth in the exhibitionarea.

2.6.1. Workshops and Surveys
The consortium is making dissemination efforts in close collaboration with policy-makers and otherstakeholders, primarily via one-to-one sessions, interviews, workshops and conferences among partnernetworks and other relevant stakeholders including members of stakeholder board and ethical advisoryboard. Surveys would further be used to collect information on requirements of end-users and their responseto various aspects of the project. To this end, INTERPOL will circulate the survey on end-user requirementsto its global LEA network in 194member countries.
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We will organize open project workshops (i.e. especially targeting end-users) along with the last field test, todisseminate high-quality information, with a high level of audience involvement of the targeted LEAs (andindustries). The organisation will be aligned with 3 field-tests. The objective of these workshops will be toraise users’ participation and awareness, while also approaching new potential end-users and beneficiaries.At the same time these workshops will provide opportunities for disseminating and exchanging views on thebest practices and results based on the ROXANNE pilots.
Some of the targeted workshops are as following:
S.No. Workshop Description LeadPartner

1 Innovation Lab at Europol

The focus of the Innovation Lab at Europol will beto identify, promote and develop concreteinnovative solutions in support of the operationalwork of the EU MS. The Lab will be composed offour components, each of which seek to deliver onone or more of the four tasks given to Europol bythe Ministers.– Pilot Projects (developing commontechnological solutions for member states inthe field of internal security)– Observatory for Innovation Foresight(monitor new technological developmentsand drive innovation)– Networks of Innovators (ensure alignmentand cooperation of all relevant actors,including other relevant research bodies andEU agencies)– Forum for Innovation in the field of InternalSecurity (FIRIS) (ensure alignment andcooperation of all relevant actors, includingother relevant research bodies and EUagencies, and to avoid duplication ofexisting structures)

MUP

2 Internal police meetings and workshops Project ROXANNE will be presented and discussedon various internal police meetings and workshops.
PCRMOPS-INP

3 UK National Working Groups/Projects
Project ROXANNE will be promoted across aseries of UK steering/working groups and projects.Attendees will include all UK LEA, interestedgovernment departments and the UKIC.

PSNI

2.7. System-Level Demos
ROXANNEwill organize one major conference (aroundM35) in the core R&D areas of the project. Our goalwill be to enhance the visibility of our contributions at all possible levels.
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2.7.1. Demonstrations in fairs and exhibitions
ROXANNE will aim to organize at least two demonstrations of the project technical results in majorinternational fairs and exhibitions, such as NATO, Cebit, ISS,Milipol or INTERPOL’s events.

2.7.2 Demonstrations in EU related events/forums
ROXANNE will aim to organize a demonstration of the project technical results for the large LEAcommunity. The demonstration event will be aligned with the last field-testing (M30). We plan to invite allrelevant stakeholder partners (i.e. from the external stakeholder board of ROXANNE) as well as other LEAs,EU policy makers or other interested partners through the Europol and INTERPOL invitations.

2.7.3. Demonstrations in major international conferences
ROXANNE will aim to organize demonstrations of the project technical results in major internationalconferences, such as EISIC, ICASSP or Interspeech.

2.7.4 Internal Scientific Community
All the project partners will present the results internally in their organization, giving boost to internaldissemination. In any case efficient dissemination (by the consortium organizations) requires internalknowledge of the project results.

2.8. Press Releases
News of the project is being disseminated on regular basis, while leveraging a variety of publications andservices. Press releases will be issued via relevant media outlets (trade press, journals and web portals) toensure that industry, civil society, policy-makers, relevant stakeholders and the wider community are awareabout the progress and role of the project, its objectives and, later in the project, its results. The strategyintends to make sure that there is optimum media coverage and reach at local, national and European level.Consortium partners are a part of several existing channels and mediums for disseminating news which willensure a boost in awareness of the project across the range of relevant European stakeholders. Currently,multiple press releases by various partners have already been published and shared via a variety of platforms.More details about this can be found in the section “Reporting on dissemination activities”.

2.9. Links with other projects
A special attention has been paid during the drafting of the ROXANNE proposal to avoid duplication ofeffort with current or recent programs and to ensure synergy with existing projects. ROXANNE strives toestablish effective connection with such projects and initiatives which are directly or indirectly relevant, tobuild on complementary aspects and to avoid overlap. We have been actively involved in looking for suchrelevant projects or initiatives which will help us create impact and bring greater value to community as awhole.

Project name(http in footnote) Description(Status of the project, reasons for synergy) Partner
SIIP (Speaker Already finished FP7 H2020 project (2014-2018). INTERPOL, IDIAP,
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3https://www.interpol.int/en/Who-we-are/Legal-framework/Information-communications-and-technology-ICT-law-projects/Speaker-Identification-Integrated-Project-SIIP

Identification project)3 The project developed a first platform to pre-processlarge amounts of voice recordings from LEAs forautomatic identification of criminals from voice.Some of LEAs involved in SIIP were invited to jointhe stakeholder board (BKA, Police JudiciairePortugal, ...) and to follow the current work inROXANNE

Airbus, SAIL

TITANIUM This project is researching and developing toolsfor investigating virtual currency transactions inundergroundmarkets. INTERPOL, TRI

INSPECTr

The principal objective of INSPECTr will be todevelop a shared intelligent platform and a novelprocess for gathering, analysing, prioritising andpresenting key data to help in the prediction,detection and management of crime in support ofmultiple agencies at local, national and internationallevel. This data will originate from the outputs offree and commercial digital forensic toolscomplemented by online resource gathering.

TRI

C4IIOT

The C4IIoT project aims to design, build anddemonstrate a novel and unified Cybersecurity 4.0framework that implements an innovative Internet-of-Things (IoT) architecture paradigm to provide anend-to-end holistic and disruptive security-enablingsolution for minimizing the attack surfaces inIndustrial IoT systems. C4IIoT bridges cyberassurance and protection, machine (deep) learning,edge/cloud computing, blockchain and Big Datatechnologies to provide a viable scheme for enablingsecurity and accountability, preserving privacy,promoting reliability and assuring trustworthinesswithin evolving IIoT applications and processes inthe automotive domain.
H2020-SU-ICT-2018-2010 (IA)

ITML, AEGIS

I-BiDaaS

I-BiDaaS aims to empower IT and non-IT big dataexperts to easily utilize and interact with big datatechnologies. It is proposing a unified solution thatsignificantly increases the speed of data analysis andfacilitates cross-domain data-flow towards a thrivingdata-driven EU economy.
H2020-ICT-16-2017 (RIA)

ITML, AEGIS

THREAT-ARREST

THREAT-ARREST aims to develop an advancedtraining platform incorporating emulation,simulation, serious gaming and visualizationcapabilities to adequately prepare stakeholders withdifferent types of responsibility and levels ofexpertise in defending high-risk cyber systems andorganizations to counter advanced, known and newcyber-attacks. THREAT-ARREST fills in the gapfor an advanced security training frameworkimplemented within any organization type, helping

ITML
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them to cope with the ever-expanding landscape ofcyber-attacks and protect effectively and efficientlytheir ICT cyber-systems.
H2020-DS-07-2017 (IA)

COLLABS

COLLABS will develop, validate, demonstrate, andsupport a comprehensive cyber-intelligenceframework for collaborative manufacturing, whichenables secure data exchange across the digitalsupply chain while providing high degree ofresilience, reliability, accountability andtrustworthiness, and addressing threat prevention,detection, mitigation, and Realtime response.H2020-ICT-2018-2020 (RIA)

ITML

TENSOR

The main objective of the TENSOR project(Retrieval and Analysis of Heterogeneous OnlineContent for Terrorist Activity Recognition) is toprovide a powerful terrorism intelligence platformoffering LEAs fast and reliable planning andprevention functionalities for the early detection ofterrorist organised activities, radicalisation andrecruitment.
FCT-06-2015 - Law Enforcement capabilities 2:Detection and analysis of terrorist-related content onthe Internet) (H2020)

KEMEA

ASGARD

ASGARD (Analysis System for Gathered RawData) has a singular goal, to contribute to LawEnforcement Agencies Technological Autonomyand effective use of technology. Technologies willbe transferred to end users under an open sourcescheme focusing on Forensics, Intelligence andForesight (Intelligence led prevention andanticipation)
FCT-01-2015 - Forensics topic 1: Tools andinfrastructure for the extraction, fusion, exchangeand analysis of big data including cyber-offensesgenerated data for forensic investigation) (H2020)

KEMEA, NFI

ATCO2

H2020 CleanSky project “Automatic collection andprocessing of voice data from air-trafficcommunications” aiming at obtaining andprocessing data for air-traffic controller - pilotcommunication. While the application domain isdifferent (air travel versus criminal networks),ATCO2 and ROXANNE share the interest in data inorder to train better performing and more robustspeech data mining systems.JTI-CS2-2018-CfP09-LPA-03-16

BUT, IDIAP

WELCOME
The goal of H2020 “migration” project “MultipleIntelligent Conversation Agent Services forReception, Management and Integration of ThirdCountry Nationals in the EU” is to research and

BUT
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develop intelligent technologies for support of thereception and integration ofmigrants in Europe. If successful, it will (amongothers) contribute to lowering the number of crimescommitted by migrants, thus complementingROXANNE that is law-enforcement oriented.H2020-SC6-MIGRATION-2018-2019-2020

BISON

The BISON project focuses on major innovations inthree areas: 1) core speech data mining technologies,business results of data mining from speech, contactcenter support systems. project output will includethe full range of capabilities and be fully integratedwith contact center hardware and softwareinfrastructure.The main results of the project are here:www.bison-project.eu.

PHO

COPKIT The project addresses the problem of analysing,preventing, investigating and mitigating the use ofICTs by organised crime and terrorist groups. TRI

PREVISION
The project aims to empower LEAs with tools andsolutions not commercially available today, tohandle and capitalize on the massive heterogeneousdata streams that must be processed during complexcrime investigations and threat risk assessments.

TRI

CC-DRIVER
The project aims to understand the technical andhuman drivers of cybercrime and how to use thatknowledge to reduce cybercrime and to deter youngpeople from a life of crime.

TRI, MOPS-INP

PHOENIX

The PHOENIX project aims to improve the cybersecurity of the European electrical power energysystems (EPES), i.e. the so called Smart Grid.PHOENIX aims to offer a cyber-shield armour toEuropean EPES infrastructure enabling cooperativedetection of large scale, cyber-human security andprivacy incidents and attacks, guarantee thecontinuity of operations and minimize cascadingeffects in the infrastructure itself, the environment,the citizens and the end-users at reasonable cost.

CAP

ILEANET

ILEAnet aims to build a sustainable organisationalLaw Enforcement Agency (LEA) practitionersnetwork focused on research & innovationaddressing LEA challenges, together with acommunity of individuals interested to exchangeand collaborate in this area. By encouraging suchdiscussion between practitioners and experts fromacademia and industry, the project will stimulateLEA capabilities to influence, develop and take upresearch, development and innovation (RDI) that isuseful and usable for LEAs, and thus help them totackle the major challenges they face.

MIA

MIRROR
The MIRROR (Migration-Related Risks caused bymisconceptions of Opportunities and Requirement)project aims to develop an integrated platform, a setof tools, as well as a systematic methodology for

LUH, SAIL
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the comprehensive inter-media analysis of theperception of Europe, the detection of discrepanciesbetween perception of and reality in Europe, andthe creation of awareness for the impact of suchmisconceptions and resulting threats.
H2020-SU-SEC-2018-2019-2020

2.10. Standardization and Open Source Engagement
Standardizing processes and procedures are essential to achieve effective cooperation in cross-border andcross-community environments. The number of standards development organizations and the number ofpublished information security standards have increased in recent years, creating significant challenge.
ROXANNE has identified a set of standardization bodies and EU directives that have to be closelymonitored during the project lifetime, while in part of them, specific contributions are envisaged to beprovided. These bodies and announced strategies include:

 NIST (U.S. National Institute of Standards and Technology) – ROXANNE will especially followthe development and adoption of “Data Format for the Interchange of Fingerprint, Facial & OtherBiometric Information” standard –ANSI/NIST-ITL 1-2011. ISO IEC (JTC 1/SC 37) standardization of generic biometric technologies on Biometry – e.g.biometric data exchange formats, biometric testing and reporting.
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2.11. Dissemination per partner
This section highlights individual dissemination plans by individual consortium partners:
S.No. Partner Name Planned Dissemination Activities

1 IDIAP

Besides the conference and journal submissions, Idiap will also target several workshopsorganised nationally (at Switzerland) or at EU level to disseminate results from theROXANNE project. Usual conferences related to speech processing are Interpseech,Icassp, ASRU and Odyssey. They are routinely followed by the speech and audioprocessing community worldwide. In case of journal submissions, we aim focusing onTASLP, Speech communications and Signal processing letters.Hackathon !!!!
2 TRI

TRI will attend conferences to present papers about work done on ROXANNE andpublish these papers in leading journals. TRI will also be writing blogs about its work onROXANNE, in addition to sharing information about it through its social mediachannels.

3 BUT

BUT will be active in academic dissemination, mainly in respected journals: SpeechCommunication, IEEE/ACMTransactions on Audio, Speech, and Language Processing,IEEE Signal Processing Letters, Computer Speech and Language, IEEE Journal ofSelected Topics in Signal Processing, and at conferences and workshops: ISCAInterspeech, IEEE International conference on acoustic, speech and signal processing(ICASSP), IEEE Automatic speech recognition and understanding workshop (ASRU),IEEE Spoken Language Technology conference (SLT), ISCA Odyssey: the speaker andlanguage recognition workshop. As BUT is an educational institution, it will promoteROXANNE as part of activities of the BUT speech group.

4 PHO

We have created a section at our official website in section Projects and grants with linkto ROXANNE project official web page. Phonexia will also present disseminationresults from ROXANNE projects at multiple conferences and exhibitions all around theworld. We are connected with ROXANNE project via our social media accounts such asLinkedIn, Twitter and Facebook and we want to follow, share and mention activities ofofficial accounts. We also plan to prepare our own tweets once anything interestinghappens.

5 SAIL
SAIL will feature project-related news and activities on its website and customernewsletters, disseminate the project results at the conferences, trade shows andexhibitions, and communicate about the project through its Twitter and LinkedInaccounts.

6 CAP

Capgemini will be actively promoting the project on various social media platforms. Wewill also be publishing information about this project on our website to ensure greaterreach. Other than that, we would be presenting the project in internal group conferencesas well as external events to highlight the significance and impact of the work beingdone. We have also presented this project in Analyst and advisory day event atCapgemini premises (on 4th and 5th December 2019) which has seen participation fromkey industry players. Further, we have designed a brochure (with support of all theproject partners) for the project and we intend to spearhead dissemination activitiesthroughout the project's duration.

7 INTERPOL
INTERPOL created a project dedicated page on its official website, it will be regularlyupdated with project milestones, press releases and other significant events andactivities. In addition, it provides project updates to its member countries throughinternal communication channels such as the intranet, its regular institutional events i.e.yearly Heads of National Central Bureaus conference, social media channels (LinkedIn,Twitter), etc.

8 USAAR USAAR will present their research achievements related to ROXANNE at conferencesand in publications. Additionally, it will present ROXANNE to the general public andtechnical experts through press communications and participation in suited events.9 KEMEA KEMEA aims to support ROXANNE’s consortium dissemination strategy, defining and
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executing also its own dissemination plan. With regard to the former, KEMEA aims tocomplement in the following activities: Regularly disseminate the project website and social media pages, as well asupload relevant material on them Organise and actively participate in dissemination events Prepare informative material for dissemination to the media, along withscientific journals and conference presentations Raise awareness among the targeted stakeholdersAs far as the individual dissemination plan is concerned, KEMEA, with respect to theconsortium’s outreach strategy, having strong links under its constitutional law with endusers from LEA communities as well as with all supervised by the Hellenic Ministry ofCitizen Protection Agencies, will bring and promote ROXANNE solutions to theattention of: End Users Communities in the prevention domain as a division of a LEA Industry and technical experts acting in cybersecurity industry Academia with interest in the cyber-domain PolicyMakers at national level Related research projects.KEMEA dissemination strategy plans to gradually utilize all the dissemination tools thatwill become available from the ROXANNE consortium, promoting the tangible resultsof the ROXANNE project within its professional network, thus maintaining their interestin the project’s scope active, and engaging them in future activities.

10 LUH
As an academic partner, LUH will use its position in the academic community todisseminate research and technology results into other fields of application and thusgenerate a multiplier effect for the further development of the worldwide state-of-the-art.With regards to partnering for commercial exploitation, technologies developed by or incollaboration with LUH can also be made available as open source software.

11 UCSC
UCSC will present the research based on ROXANNE at criminological conferences andin scientific publications as listed in the sections above. Furthermore, UCSC willcontribute to the general dissemination of the final results of ROXANNE with articlesand posts disseminated though traditional media and social media channels

12 AEGIS

AEGIS raises awareness of ROXANNE project by including a webpage, under Researchprojects subsection, about its ambition, objectives and approach, as well as about the roleof AEGIS in the consortium. Furthermore, AEGIS communications team is engagedwith ROXANNE social media activities in a bi-directional way; by followingROXANNE accounts and extending their reach to the extensive affiliate network ofAEGIS, by reading new posts authored by other partners and commenting on theirnovelty, by sharing interesting project results and demonstrating their importance forLEAs and other stakeholders, by disseminating project results to key industry fora andworkshops.

13 AIRBUS

A dedicated page describing the project is already published on the intranet, this willallow ROXANNE to benefit fromAirbus marketing and communication actions.Airbus will present intermediate and final results through internal and externaldemonstrations during dedicated events.Airbus will make the ROXANNE project benefit from its proximity to defense andsecurity customers in order to carry out dissemination actions with high impact directlyon the relevant market segment.
14 PCR Police of the Czech Republic (PCR) will post an article about the project on the intranetwebsite. The Police intranet is a widely used communication network by police officersand employees of PCR. It has got a potential of around 50 000 viewers.
15 MIA National level dissemination with other colleagues and police practitioners will bepursued.

16 LTEC
LTEC will publish actual information about ROXANNE project on their officialwebsite. Also, we will present ROXANNE achievements at the meetings with police andother LEAs within Lithuania, as well as at the international congress “Criminalistics andforensic expertology: science, studies, practice” held by Lithuanian criminalist’sassociation.
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17 PSNI National level dissemination with other colleagues and police practitioners will bepursued.

18 ADITESS

ADITESS will give contribution on the scientific dissemination of the project withsupporting the preparation of papers targeting international conferences and journals.ADITESS will support the online dissemination strategy as well through use of socialmedia and online news portals. Dissemination of printed version of brochures,newsletters on conferences, workshops, meetings with subjects potentially interested onthe project’ outputs. ADITESS will organise several meetings with potential end-users atlocal level in order to create a target group interested in the project development, and toreceive relevant feedback. Such meetings will be held anytime, and potential stakeholderwill be contacted in the future. Important dissemination tool that could be combined withexploitation activities is the relationship of ADITESS with key stakeholder players inCypriot Market. These relationships will have a high impact in the dissemination andexploitation of the project’s solution in the Cypriot environment.• Cyprus Police: ADITESS has a previous successful collaboration relationshipwith Cyprus Police. The promotion actions with this stakeholder could generate revenue,so this action is related as well with exploitation of the project.• Academic Institutions: ADITESS has a previous successful collaborationrelationship with different Universities in Cyprus. The possibility of co-organizing apromotional workshop by the end of the project will increase the promotion of theproject’s solution to the Cypriot stakeholders.• (Combination of dissemination & exploitation actions) Enterprise EuropeNetwork Cyprus (http://www.bsccyprus.org.cy part of www.een.ec.europa.eu).ADITESS will present the project’s solution to the Cyprus Research PromotionFoundation which is the coordinator of the EEN Cyprus. ADITESS has an experience inusing all the tools of EEN in order to best exploit the project’s solution in all the countriesthat EEN offer its services. Through the use of the EEN network is expected the offer ofcollaboration, commercialization possibilities, potential joint ventures with otherstakeholders and immediate interested parties that could help in the expansion of theproject’s solution’ commercialisation. Moreover, services, tools and funds from theCyprus Research Promotion Foundation will be used in order to nationally orInternationally patent the parts of project’s solution that can be patented.

19 MUP

MUP will promote ROXANNE project at web page of Ministry of Interior for at leastonce per year. We will also write an article for Police and Security Journal during 2021and present the work at annual Croatian Police College conference.Additionally, we will have poster presentation at CYSEC conference. Other ways ofdissemination are among the Croatian Police College students, once we will havesomething practical to present. Members of Croatian team will share posts on theirTwitter, LinkedIn and Facebook accounts.

20 NFI

NFI will promote ROXANNE at police and other LEAs within the Netherlands, via theprofessional network of members of the ROXANNE team at NFI, as well as meetings(conferences, symposia) with investigators, data scientists, forensic specialists anddecision makers. NFI will contribute to the scientific community by publishing inscientific journals, and we will attend international conferences. NFI will target thegeneral audience via our own communication channels, including @NFI, the corporatemagazine of NFI.

21 ITML

 In our official website and in the section Current R&D Projects, we have createda subsection for ROXANNE project including Summary; The Role of ITML;Link to ROXANNE project official web page. We are connected with ROXANNE project via our social media accounts(LinkedIn, Twitter, Facebook) by sharing, following the activity of officialaccounts or by mentioning them. We have produced and printed leaflet about our current R&D projects. In that,ROXANNE is presented in terms of both project description and our activities.(QR code included)
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22 MOPS-INP National level dissemination with other colleagues and police practitioners will bepursued.

23 HP

Concerning the dissemination activities of ROXANNE, HP plans to implementthe following actions: HP will place a permanent banner on Hellenic Police's websitemain/home webpage, which links to another webpage with the logo of theROXANNE program. Clicking the logo will redirect to a webpage withthe project's description and link to its official website. The descriptionswill be available in both Greek and English languages. HP will also publish a 1-2 page article on the Hellenic Police's officialmagazine "Hellenic Police Review". HP will issue a statement about the participation in ROXANNE, whichwill be uploaded on Hellenic Police's website.
As a secondary communication channel, HP shall post relevant announcementson the Official Social Media accounts of Hellenic Police.

24 AGS National level dissemination with other colleagues and police practitioners will bepursued.
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3. Reporting on current dissemination activities
3.1. Dissemination by Official Handles of the Project As on 13thFeb 2020

Platform No. of Posts/Blogs Reach
LinkedIn 6 56 page views and54 connections
Twitter 10 11,307 tweetimpressions; 60total followers
Website 4 Blogs & 294Pageviews Traffic Details

3.2. Dissemination by ConsortiumAs on 13thFeb 2020
Summary

Type of Activity No. of Instances
Conference (organised) 2
Workshop (organised) 0
Conference (attended) 3
Workshop (attended) 0
Other event (attended) 1

Press release 2
Scientific and Peer-reviewed publication 0

Non-scientific and non-peer-reviewed publication(popularised publication) 0
Exhibition 0

Distributed flyers 0
Training 0

Social media 38
Communication campaign (e.g. Newsletter, Radio, TV) 3

Brokerage event 0
Pitch event 0
Trade fair 0

Participation in activities organized jointly with otherH2020 projects 1
Other 1

Detailed Dissemination Report
Conferences organized:

Partner Event title Date Link Reach
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BUT Interspeech 2021 09/2021 Brno,Czech R. https://www.interspeech2021.org/ 2000
PHO Interspeech 2021 09/2021 Brno,Czech R. https://www.interspeech2021.org/ 2000

Conferences attended:
Partner Event title Date & Place Link Reach
SAIL,BUT,IDIAP,PHO

Interspeech 2019 15-19.09.2019Graz, Austria https://www.interspeech2019.org/ 50-100

CAP Analyst & Advisor Dayat Capgemini 04.12.2019 Paris,France - 15-17industryplayers

USAAR
Germany InternationalSymposium on Text-mining for PoliceAnalysts

27.11.2019 Ulm https://www.presseportal.de/blaulicht/pm/110979/4452414
65policeanalystsandindustry

Other events attended:
Partner Event title Date Link Reach

IDIAP Armausisse(Poster presented) 11/11/2019
https://www.ar.admin.ch/fr/aktuell/veranstaltungen1.detail.event.html/ar-internet/events/events_w-t/2019/swiss_ecosystem_defence_innovation.html

BUT Seminar “Speechtechnologies” 22/8/2019 Seminar organized by Czech LEAsand intelligence agencies, no publicweb page 50

Press Release:
Partner Event title Date Link
USAAR German Newspaper -"Researchers want to make iteasier to eavesdrop on calls"

7.11.2019
https://www.sueddeutsche.de/wissen/wissenschaft-saarbruecken-forscher-wollen-das-abhoeren-von-telefonaten-erleichtern-dpa.urn-newsml-dpa-com-20090101-191107-99-616897

INTERPOL
Real Time Network, Text, andSpeaker Analytics forCombating Organized Crime(ROXANNE) project 3.10.2019

https://www.interpol.int/News-and-Events/News/2019/Real-Time-Network-Text-and-Speaker-Analytics-for-Combating-Organized-Crime-ROXANNE-project

Non- Scientific publications:
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Partner Event title Date Link Reach
BUT Svedu vedu 13/6/2019 https://www.hvezdarna.cz/?p=7951 mentioningROXANNE as part of Brno speech researchpresentation (publicity before the start of project) 100

Social Media:
Partner Date Platform Link
AEGIS 10/4/2019 Twitter https://twitter.com/AegisITResearch/status/1180058106035933185

SAIL LABS 8/10/2019 LinkedIn https://www.linkedin.com/posts/sail-labs_kick-off-of-the-roxanne-project-activity-6585892946309193728-6gfs
IDIAP 10/1/2019 Web https://www.idiap.ch/en/scientific-research/projects/ROXANNE
IDIAP 10/1/2019 Web https://www.idiap.ch/en/allnews/police-forces-plan-to-use-artificial-intelligence-to-speed-up-their-investigations
MUP 30/10/2019 LinkedIn https://www.linkedin.com/posts/damirosterman_lawenforcementagencies-industry-academia-activity-6595223748461281280-NX2a

SAIL LABS 8/10/2019 Twitter https://twitter.com/saillabs/status/1180125367706804224
MUP 14/11/2019 Twitter https://twitter.com/DamirOsterman/status/1194983110838018048

IDIAP 01/10/20119 Web www.roxanne-euproject.org
INTERPOL 3/10/2019 Web https://www.interpol.int/News-and-Events/News/2019/Real-Time-Network-Text-and-Speaker-Analytics-for-Combating-Organized-Crime-ROXANNE-project
SAIL LABS 8/10/2019 Web https://www.sail-labs.com/2019/10/02/kick-off-of-the-roxanne-project/

KEMEA 16/10.2019 Web http://www.kemea.gr/en/news/latest-news/769-real-time-network-text-and-speaker-analytics-for-combating-organized-crime-roxanne-project-kick-off-meeting
MUP 15/10/2019 Web https://mup.gov.hr/vijesti-8/ministarstvo-unutarnjih-poslova-zapocelo-je-s-aktivnostima-u-sklopu-projekta-roxanne/285871

IDIAP 17/10/2019 Web https://www.idiap.ch/en/allnews/police-forces-plan-to-use-artificial-intelligence-to-speed-up-their-investigations
IDIAP 17/10/2019 LinkedIn https://www.linkedin.com/posts/idiap-research-institute_h2020-policeforce-interpol-activity-6590521642462642176-mCZi
LTEC 22/11/2019 Web Official website post - http://www.ltec.lt/index.php?id=1088- "We started another EU-funded project"

ADITESS 11/1/2019 Web https://aditess.com/main/2019/12/04/aditess-part-of-roxanne-project-regarding-technologies-that-fight-crime-and-terrorism/
ADITESS 4/11/2019 Twitter https://twitter.com/aditesscy/status/1202131031211552768?s=20

UCSC 11/11/2019 Twitter https://twitter.com/transcrime/status/1193858883216924673
UCSC 11/11/2019 LinkedIn https://www.linkedin.com/posts/transcrime_activity-6599634839572492288-8NzT/

INTERPOL 3/9/2019 Web https://www.interpol.int/News-and-Events/News/2019/Real-Time-Network-Text-and-Speaker-Analytics-for-Combating-
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Organized-Crime-ROXANNE-project
ITML 9/12/2019 LinkedIn https://www.linkedin.com/feed/update/urn:li:activity:6577819331172802560
ITML 9/12/2019 Twitter https://twitter.com/ITMLGR/status/1172058618067410944?s=20
ITML 9/12/2019 Facebook https://www.facebook.com/itmlsolutions/posts/1627787100684702

INTERPOL 17/12/2019 Web https://www.interpol.int/Who-we-are/Legal-framework/Information-communications-and-technology-ICT-law-projects/ROXANNE
AEGIS 20/12/2019 Twitter https://twitter.com/AegisITResearch/status/1207985849369018370

ADITESS 19/12/2019 Twitter https://twitter.com/aditesscy/status/1207672664543956993?s=20
ADITESS 23/12/2019 Twitter https://twitter.com/ROXANNE_project/status/1209082667548983298?s=20
ADITESS 14/1/2020 Twitter https://twitter.com/aditesscy/status/1217000063051931648?s=20
ADITESS 16/1/2021 Twitter https://twitter.com/ROXANNE_project/status/1216762250771533824?s=20

UCSC 13/01/2020 Twitter https://twitter.com/ROXANNE_project/status/1216762250771533824
AEGIS 24/01/2020 Twitter https://twitter.com/AegisITResearch/status/1220668513347608577

ADITESS 31/01/2020 Twitter https://twitter.com/aditesscy/status/1223143265848975363?s=20
ADITESS 31/01/2020 LinkedIn https://www.linkedin.com/feed/update/urn:li:activity:6628921729555193856
ADITESS 31/01/2020 LinkedIn https://www.linkedin.com/feed/update/urn:li:activity:6628927550657748992
ADITESS 31/01/2020 LinkedIn https://www.linkedin.com/feed/update/urn:li:activity:6628947893426413568

ITML 28/01/2020 LinkedIn https://www.linkedin.com/feed/update/6627887778204000257
ITML 28/01/2020 Twitter https://twitter.com/ITMLGR/status/1222120842294853632?s=20
ITML 28/01/2020 Facebook https://www.facebook.com/itmlsolutions/posts/1775893509207393
PHO 29/01/2020 Twitter https://twitter.com/ROXANNE_project/status/1222563836538105861?s=20
MIA 10 02 2020 LinkedIn https://www.linkedin.com/posts/claudiuchiriac_speechrecognition-naturallanguageprocessing-activity-6630451992504348673-qagY
MIA 17 11 2019 LinkedIn https://www.linkedin.com/posts/activity-6594217668260184064-vQd1

Communication Campaigns:

Partner Topic andpurpose ofcampaign Date Link
SAIL Newsletter 17/10/2019 Digital Means
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USAAR RadioInterview 11/1/2019 Press release to DLF:(https://en.wikipedia.org/wiki/Deutschlandfunk)

USAAR RadioPodcast 02/01/2020 Radio interview with SWR podcast "Netzagenten"(https://www.ardaudiothek.de/netzagent/mit-spracherkennung-gegen-das-organisierte-verbrechen/70468096)

Activities with other H2020 projects:
Partner Date & Place Type of other activity Name of other project/sinvolved Reach

SAIL, LUH 20-21/11/2019Malta Consortium meeting H2020 MIRROR 10-15

Others:
Partner Date Type of activity Reach

INTERPOL 19/11/2019 Permanent publication presenting the ROXANNEproject goals and link to official project website
Posted informationon internaldashboard -accessible to all194 NCBs

MIA 21 11 2019 Updating own website with link to ROXANNE project(http://www.cercetare.mai.gov.ro/cercetare-dezvoltare-si-inovare/orizont-2020/)
Link to officialpage
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4. Exploitation Plan
Exploitation is about the use of results in further research other than those included in the related activityor in the production, creation and promotion of a product or process or in the creation and delivery of aservice or in standardization activities. The aim is to make concrete use of the outcomes of the project.This could be the companies outside the project that are part of the collaboration as well as user groups.
Currently ROXANNE project is in its preliminary stage which has more to do with spreading awarenessabout the project and creating valuable assets and outcomes which can later be exploited in varied manner.The exploitation will primarily take place in Year 3 of the project.
Going forward we intend to take following steps to ensure timely exploitation of project outcomes:
1. Mapping of exploitable project results
2. Listing key barriers, obstacles and strategy to overcome them
3. Finalising access to project outcomes
4. Mapping exploitable results to each partner
5. Creating business plan while addressing IPR (Intellectual Property Rights) of the project
All the dissemination tools and activities mentioned above will further come in handy to ensure optimisedand comprehensive exploitation of the project’s results.
The preliminary business and exploitation plan proposed is as follows:
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4.1. Intellectual properties per partner and planned commercialization
The following table gives an overview of the IPRs which have been set before the project start.

Partner withIPR (plannedprotection) Background EnvisionedExploitableForeground
Potentialproduct/ service Marketsegment Time tomarket Plans forcommercialisation

IDIAP ©
DBOX,Malorca ASRsystem,EMIME text-to- speech

MultilingualASR systemincl.domain/speaker adaptation
Adaptable speech-to- text engine Voice search andtranscription

Ready touse ingeneraldomain
Non-exclusive license

ADITESS ©

Datamanagementand fusion(aditess-CMS),Securityenforcementfor dataintegrity

Furtherenhancementof the alreadyimplementedtool forenhancedfusion andconnection toexternalrepositories

New plugins fordata fusion andexternal interfaces
Real time datacorrelation, dataintegration andportability

Ready touse ingeneraldomain
Non-exclusive license

AEGIS ©
Forensicsvisualizationtoolkit (FVT);Forensicsservices.

Digitalinvestigation,analysis ofdigitalevidence andadvancedvisualizationsfor combatingorganizedcrime

Enhancing FVT

1) cyber forensicsexperts doingpost-incidentanalysis,2) Professionalsand SMEs thathandle sensitivedata (doctors,lawyers),3) IT securityexperts whomonitorcompany’s criticalinfrastructure(e.g., largeindustries andgovernmentalorganizations)

Fine-tuning isneededaccordingto thedomain

Non-exclusive licenseand open source

AIRBUS © WebLab,Fortion MediaMining

Specificdevelopmenton top ofWebLab /Fortion MediaMiningDevelopmentof videoprocessing

Integration platform.Component forvideo processing.

Intelligencemarket.Integration inairbus’ fortionfamily of products,video analytics.

Ready touse ingeneraldomain
Non-exclusive licenseand open source

BUT Framework formulti-lingualASR
Multi-lingualASR system,adaptation tonew languages

Speech data miningapplications
Speech datamining forinvestigation

Ready touse ingeneraldomain
Non-exclusive license

BUT
BUT DNNSID. Bayesianspeakerdiarisation

Increasingrobustness ofSID anddiarisation
Speech data miningapplications andservices

Speech datamining forinvestigation
Ready touse ingeneraldomain

Non-exclusive license
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ITML © Data FusionBus (DFB)

Modalitysensitiveautonomousfusion agentsfor dataaggregation

Scalable multi-stream data fusionservices forsentiment analysis,forensic analyticsand reputationmanagement

Data processing,social mediaanalysis, sensordata platforms

Ready touse ingeneraldomain
Non-exclusive license

LUH ©

Stanford’s andApache NLPlibs for textprocessing;SNAP networkmining; socialinfluenceanalysis; entityresolution andlink discovery;Gephi libs

ROXANNEnetworkconstruction,networks’communitydetection,profiling, andmonitoring,influenceridentificationand tracking

Novel methods,algorithms, andcomponents formultilayer,multimodal, andheterogeneousstructural networkanalysis and mining

Social networkand socialinfluence analysis
Ready touse ingeneraldomain

Non-exclusive licenseand open source

Phonexia PhonexiaSpeech Engine(SPE)
Specificdevelopmenton top of SPE

Integration platform.Component foraudio processing.

Intelligencemarket.Integration inintegrator’s(airbus) product,audio analytics.

Ready touse
Has to be licensed byphonexia, based onphonexia’s pricing

SAIL

MMS, MediaMining FeederMedia MiningIndexer (ASR,NED, TopicDetection,SentimentAnalysis

MultilingualASR models,CAVA(continuousadaptivevocabulary andlanguagemodeladaptation -dynamic, semi-automaticadaptation ofASR models)

Model which are re-published andupdated on acontinuous basis.Downloadable byclients on asubscription basis

Technicaldepartments ofexisting clients(sail already offerstraining for thecreation/adaptation of models via anexisting toolkit

Toolkit inalpha- state Yes, within 6 months

SAIL ASRcomponents
ASR engineand models formultiplelanguages,domains

Offering of asrtechnology (engineand models) forweblab

All marketsaddressed byweblab. Allcustomersemploying asrtechnologycustomers withrequirement of asr

Immediately uponsuccessfulintegrationwithinweblab

Yes, gradually asmodels get developed,staged-roll-outdepending on progress

USAAR © RelationFactory
ROXANNERelationsextractionmodule

Key component forinformationextraction/retrievalsystem

Multiple marketsegments, e.g.Analytics, opiniontracking, etc.

Ready touse ingeneraldomain
Non-exclusive license

USAAR © Saarland NER
ROXANNEEntityrecognitionand extractionmodule

Key component forinformationextraction/retrievalsystem

Multiple marketsegments, e.g.Questionanswering orsearch

Ready touse ingeneraldomain
Non-exclusive license

USAAR © DistantSupervisionNER Labeler

Production ofNER trainingdata based onunannotatedtext and entitylists

Providing oftraining data forlow-resource entityrecognition
Low-resourcemarkets with needof entity

Ready touse ingeneraldomain
Non-exclusive license
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4http://www.createchallenge.org/

4.2. Individual Exploitation Plan
This section reviews the individual exploitation plan of the partners of the ROXANNE consortium. Partnersexcept for IDIAP (the project coordinator) are listed by alphabetical order.

4.2.1 IDIAP
Idiap is a non-profit research institute, and thus does not aim to commercialize the technologydeveloped in ROXANNE directly. Nevertheless, one of main Idiap’s motivation is a technologytransfer. We aim at maximising the possibility that the ROXANNE platform will be offered toindustry, all together with background technology as well as jointly developed modules in theproject.We therefore will target several following directions:o supporting any industrial partner to deploy the developed ROXANNE technology to itscommercial portfolio, with long-life duration, making it attractive for LEA customerso proposing the technology developed in ROXANNE to turn it into an open source code to befreely available to any European LEA. This steps have already been partially discussed withother technical partners, and we indicated several challenges to make it possible (e.g. codemaintenance after the end of project).o cooperating with many Swiss or international companies such as Uniphore (U.S.), Recapp(CH), Crealogix (CH), etc. to offer the technology to them.o a researcher working on ROXANNE project at Idiap to build a start-up with some of thetechnology developed in ROXANNE for LEAs. One of potential direction is a forensicspeech processing, which is of larger and larger interest among LEAs. This activity could besupported by several initiatives such as ICC4 (International Create Challenge), a longduration event (e.g. such as a week-long hackathon) to implement some of the ideasgenerated from the project into a simple/preliminary product. ICC has been organised atIdiap from 2012, andmany start-ups were originated from this event.Idiap comprises a unit fully dedicated to technology transfer - with experienced developers whichcan turn a research idea into a useful SW which can be shared with others (e.g. interested industrialpartner).With respect to IPR, Idiap is open for any reasonable cooperation. Although it is not practical tosupport a long-term maintenance of the developed SW, Idiap fully supports non-exclusive IPR withvarious simple contracts (e.g. payment only in case of livable product, etc.).

4.2.2 ADITESS LTD
ADITESS the previous years has invested in R&D in the topic of the project. This has resulted inparticipating in the consortium of EU project “Cyprus Cybercrime Center of Excellence-3CE”(http://www.3ce.cy/en/) as well as in different collaboration projects with Cyprus Police. ADITESSis a sponsor and member of European NeighbourhoodWatch Association (EUNWA). The EUNWA’Platform will be used to introduce the project’s solution to end users as well as make potential pilottesting. Exploitation actions are described as combined action in the Individual Dissemination Planof ADITESS.ADITESS is interested in:o keeping the ownership of any results generated exclusively from ADITESS IP and fromwork performed exclusively by ADITESS and have joint ownership regarding results whichare generated by ADITESS in collaboration with one or more other partners. Moreover,ADITESSwill improve the expertise in areas such aso Create patents to protect the foreground IP of the consortiumwhere possible.o After the project is completed, exploit the results and generate revenue by commercialisingthe project’s solutions by having the option to deploy the full system without restrictions in
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cooperation with other partners, based on a previously-agreed contract and licensingagreement.All the above, will increase the ADITESS’ position in Cypriot market as well as will introduceADITESS as an innovative company expert in her field that provides state of art solutions. Thisaspect will help in the better commercialization of all ADITESS product/services in Cypriot marketas well as in other areas that ADITESS operates e.g. Balkans andMiddle East. Moreover, an increasein the revenue from these product/services’ commercialization is expected to help the companyexpand her scientific and business competences.

4.2.3 AEGIS
AEGIS IT RESEARCH is a research and development company based in Germany developing andmanaging innovative IT solutions for numerous business sectors. AEGIS’ main areas of expertiseinclude, Forensic Digital Investigations, adaptive Big Data visualization systems, GeographicalInformation Systems, secure embedded platforms, access control and network security systems,privacy preserving systems, enterprise web applications and all the lifecycle of IT systems (design,development, deployment, optimisation andmaintenance).
AEGIS has a long-term involvement in security solutions offering:o Forensics digital investigation (e.g. consultation, collection and analysis of digital evidence;analysis of Critical Infrastructures);o Forensics services (e.g. Preconfigured views and Timeline analysis) that are based onAEGIS backend framework empowered with correlation algorithms;o AEGIS Forensics Visualization Toolkit; it has already been operated for forensics digitalanalysis and investigations, and big data advanced visualizations;o Consulting services (e.g. penetration testing, design and implementation of secure networksolutions, etc.) ando Systems such as the virtual firewall and the secure gateway.
Forensics Visualisation Toolkit (FVT) is an extensible software (TRL 6) with a wide applicationscope, ranging from Digital Forensic Analysis to Big Data Analytics. The toolkit has beensuccessfully used in analysing digital evidence of security incidents and is currently being furtherdeveloped in the context of research projects so as to offer better visualisation capabilities in variousdomains.
A business model canvas of FVT, providing key information about the short-term individualexploitation plan of AEGIS, is shown in the figure below.

Figure: The Business Model canvas for AEGIS Forensics Visualisation Toolkit
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4.2.4 AIRBUS
Among the various divisions of Airbus Defence and Space, Intelligence delivers value addedsolutions to customers in 100+ countries. In a context where data are exploding and human resourceslimited, Airbus has been developing a specific solution to support and improve the efficiency ofanalysts of different domains (defence, security, international organisations, etc.). This solutionallows for more flexibility and the automation of manual activities so that the analysts can focus onvalue added tasks. Typical use cases include counterespionage, post operation situation analysis,natural disaster monitoring & response, critical infrastructure monitoring, radicalisation & terrorismthreats, mission preparation.
The Massive Intelligence solution provides a multi-INT, multi-source platform combining OpenSource Intelligence (OSINT), Geo-Spatial Intelligence (GEOINT), Communication Intelligence(COMINT), Human Intelligence (HUMINT), Cyber Intelligence (CYBERINT), Image Intelligence(IMINT), Electronic Intelligence (ELINT) and Environment data. This scalable modular platformcan be tailored and adapted to the needs of the targeted analyst. The platform is able to collect/ingestmassive amount of data from multiple sources, process the data thanks to various AI-based analytics(e.g. transcription, translation, predictive analysis, week signal detection, etc.), and make automaticfusion and correlation of multi-source information. Additional exploitation tools (e.g. maps,statistics, visualisation/dashboard, knowledge database) are integrated to support the analyst as wellas alert mechanisms and reporting tools.
The technologies developed with the Roxanne project perfectly fit with the business and thetechnology roadmaps of the Massive Intelligence solution. Our OSINT- based service relies on theFortion® Media Mining tool (aka WebLab) and our COMINT-based service relies on the Fortion®Comint Analyst product. Both these tools can directly benefit from the developments being made inRoxanne. Airbus will seek commercial agreements to integrate, either in the Massive Intelligencesolution or in the Fortion® family of tools, new disruptive analytics solutions being developed by theRoxanne partners.

4.2.5 BUT
In the direct commercialization of ROXANNE results, BUT mainly relies on its expertise inproducing quality R&D results in speech data mining. As a laboratory capable of turning speech andlanguage data into models for speech data mining, it is, and it will continue to produce algorithmsand models for automatic speech recognition (ASR) and speaker recognition (SR). The commercialand legal frameworks for this activity rely either on R&D contracts or licensing the technology.
So far, such contracts and licensing have mainly taken place with BUT’s spin-off Phonexia, thisimplies strong influence of BUT on the ROXANNE outcomes. Via ROXANNE, BUT is alsomaintaining its close cooperation with the customers of speech data mining technologies (LEAs,integrators), thus maximizing the impact its research is doing for the real application world.
Phonexia is however not the only commercial partner of BUT and activities are running with othercompanies, for example Raytheon BBN (USA) and banking security consultancy companies (data,models and consultancy on speaker verification systems). BUT had also research contracts withEricsson (Sweden) and NTT (Japan) and Google (USA), and is negotiating others - these are and willbe profiting from core speech data mining technologies ROXANNE helped to develop.
BUT will make use of ROXANNE results to further promote its results, within Horizon 2020 (afterthe launch of ROXANNE, two other H2020 projects have started with the BUT Speech@FIT groupparticipation), and in national and broader international context (U.S. funding agencies).
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4.2.6 Capgemini
Capgemini works closely with various industry partners and institutions across the globe. We intendto take the learnings from the project to find its application in various other sectors where speechanalytics might help and try to connect the stakeholders with the consortium partners to performmarket analysis and analysis of competitors. The detailed individual exploitation plan will bepublished at a later stage in the project.

4.2.7 ITML
ITML will actively participate to deliver advancements in the multi-disciplinary technological fieldwhich contributes in the fight against crime and investigation. ROXANNE offers the opportunitywork with law enforcement agencies and to explore thoroughly the field of data collection tools.ITML’s main goal is to work extensively on publicly available sources. These sources can beanything from websites, blogs, forums and most of all social media. Collected data in the format oftext, audio and video and must be stored in an appropriate digitized format for further analysis to faceand investigate incidents of possible criminal character. ITML’s effort and contribution will target onthe identification of the most suitable framework that would be easily embedded in the stand-aloneData Fusion Bus (DFB) platform. During ROXANNE project, DFB platform will be used and testedvia social media data ingestion and further development will take place while trying to identifypatterns that describe possible criminal networks and express relations. The latter analysis is well-known as Social Network Analysis (SNA) and ITML is extremely interested on it. This collaborativework will extend the expertise of ITML in Data Analysis and particularly in a landscape where allinvolved partners try to identify and investigate physical and/or cyber-attacks. Simultaneously, weare extremely sensitive on privacy issues and always deliver evaluation of relevant factors beginningfrom data collection and ending to data analysis. The outcomes of ROXANNE will be exploited byITML, by reaching better spot in the EU market and environment of big data analytics and machinelearning. Moreover, ITML will exploit the project’s outcomes by trying to build new collaborationsand partnerships in the research domain of Europe but also working at the intersection of academicworld and technological industry, bridging the gap between them inside ROXANNE.

4.2.8 KEMEA
KEMEA is a scientific, consulting and research agency, whose purpose is to conduct theoretical andapplied research and to perform studies, particularly at the strategic level, on security policies. Beinga member of several European associations and organizations it represents the Greek Government asa member of the “European Security Research and Innovation Forum (ESRIF)”. Amongst otherassociations and organizations, KEMEA is a member of the “Public Safety CommunicationEurope Forum (PSCE)”, the “European Association of Research and TechnologyOrganizations” and has signed a Memorandum of Understanding (MoU) with the ENLETScommunity (European Network of Law Enforcement Technology Services). Since 2016, KEMEA isa Framework Partner of CEPOL for the coordination and implementation of training activitiesand learning products. KEMEA is also a founding member of the European Organisation forSecurity (EOS), which was created in 2007 by European private sector providers from all domainsof security solutions and services. Its members represent all relevant domains of the economy (ICT-Information and Communication Technologies, civil security, energy, transport, finance, servicesand research) across 13 different European countries. In addition to that, since 2016, KEMEA is amember of the European Association of Research and Technology organizations (EARTO),which is a non-profit international association established in Brussels that represents the interests ofEurope’s RTO community towards European institutions and offers its members opportunities fornetworking and professional improvement. The members of EARTO make a major contribution tostrengthening economic competitiveness and social development in Europe by supporting product,process and service innovation in all branches of industry and services, public and private. KEMEAis involved in the activity of the Security Research Working Group of the Association (EARTO
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SRG) joining forces to promote joint initiatives in the field of Homeland Security researchprogramming and innovation strategies with the largest and most prominent European researchinstitutions. Finally, KEMEA is a member of the European Cyber Security Organisation (ECSO)ASBL, which is a fully self-financed non-for-profit organisation under the Belgian law, establishedin June 2016. ECSO represents the industry-led contractual counterpart to the European Commissionfor the implementation of the Cyber Security contractual Public-Private Partnership (cPPP). ECSOmembers include a wide variety of stakeholders such as large companies, SMEs and Start-ups,research centres, universities, end-users, operators, clusters and association as well as EuropeanMember State’s local, regional and national administrations, countries part of the EuropeanEconomic Area (EEA) and the European Free Trade Association (EFTA) and H2020 associatedcountries.With regards to ROXANNE project, KEMEA will bring into the attention of all the aforementionedorganizations the final results of the project as well as the developed platform for future exploitationopportunities. Finally, KEMEA will exploit the ROXANNE platform and all its components toenhance its research expertise, consultancy services and portfolio in the relevant security domain.

4.2.9 LUH
As an academic partner and public institution, LUH will not perform commercial exploitation of theproject’s results. LUH will reuse developed algorithms, software and findings acquired duringROXANNE to strengthen own research on social network analysis as well as to support the academiccommunity. Scientific findings within ROXANNE will be reused in lectures and seminars at theUniversity such as “Information Retrieval” and “Advanced Information Retrieval”. LUH employsM.Sc. Eric Hoang as a full time doctoral student the outcomes from ROXANE will directlycontribute to his doctoral training, and ultimately to the successful completion of his Doctoral thesison the topics of uncertainty reduction in social networks using graph embeddings. ROXANNEemploys also a post-doc, Dr. Tuan-Ahn Hoang, whose work have been a great contribution foracademic and industrial partners involved in the projects on topic modelling and social networkanalysis. For exploitation purposes LUH will propose a number of ROXANNE-related topics forMasters’ and Bachelors’ theses. We believe that passing and explaining ideas behind ROXANNE toyounger students will secure the future development of the project and increase the awareness of theproject goals.In addition, LUH as an organisation offers various programmes, coaching and financingopportunities for spin-off and start-up companies, with which a spin-off can be created on the basisof the technology results produced in the ROXANNE project.

4.2.10 PHONEXIA
Phonexia as technological vendor builds speech technologies that helps to Government andcommercial market entities.We perceive that the amount of traffic increases over time for most of governmental customers. Theyneed to investigate through the bigger network and spend more of their funds on manual processingand analysis. The automation of the current processes is needed to help end-users in their analyticalroles.Phonexia customers are in governmental sector. We recognize these entities LEA, MI/CI, forensiclabs. Phonexia main business focus in Roxanne project are LEAs.LEA invest a high capacity to creation of crime organizations structure, inspect links betweenmembers of criminal organization, put enormous time to listening of case audio recordings.Investigations last for years. Investigators can miss some information like speakers, content ofspeech etc. in large amount of data. Phonexia’s expectations are that Roxanne project will lead tocreation and industrialization of a new application. Such application should allow automatic filteringof the high load to some reasonable amount for processing by human analytic; finding the content orspeaker of interest.Creating link analysis of an organized crime. Building such structure should be supported byautomatic processing of speech, texts, pictures and videos.
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Technologies implemented in the application are supposed to be licensed and price of licenses shouldbe later on discussed within Roxanne consortium. It is expected that the type of licensing will be“Price per lifetime license” and there should be set amount audios processed per day.Price should cover licenses, services (training), maintenance, support, technology adaptation andcalibration.These are achievements Phonexia consider as doable:at the end of Roxanne project:o first sales qualified lead (high tens)o first opportunities with defined opportunity amount, no expected close date (high units)During the Roxanne realization, we consider project/services outputs as prototypes (beta versions).We will include (if technically doable) prototypes to our production level components (i.e. newlanguages of STT) so it can be easily integrated by partners in project. Roxanne project is understoodto proof prototypes production readiness. When it is done (expected end of Roxanne) we willconsider conversion to production stage (product/service).Phonexia anticipate these risks:
o Technical: Too big dependency on third parties’ libraries, change of licensing policy, inputaudio data quality, training data close to real cases, low accuracy of results on customer data,too complicated/laborious integration on customer side, too complicated to use product/GUIo Mitigation: careful SW/UX design, detailed technical discussion, good level field test, agilepartners, careful data sanitization.o Business: uncompetitive price, unbalanced business partnership conditionso Mitigation: business discussion in advance

So far Phonexia does not have business plan ready. It strongly depends on progress of Roxanneproject and technological developments. We will reuse new and updated Technologies – mainly newmodels and new features in Phonexia Speech Platform based on LEA user requirements. All ofenhanced or modified models are intellectual property of Phonexia.

4.2.11 SAIL LABS
With the help of ROXANNE, SAIL will diversify its portfolio, open up new markets and marketsegments in the fields of crime fighting. New markets include law enforcement, border security andcritical infrastructure protection organizations and authorities both, on a national and internationallevel, as well as policy makers, governmental institutions, and NGOs.
Within the project, SAIL will integrate ASR, named entity detection, topic detection, sentiment(polarity) detection as core technological components. For optimal results within ROXANNE, thesecomponents are adapted towards issues relevant for crime fighting and criminal network analysis. Inaddition, they are designed to be highly flexible as they are supported by semi-automaticmechanisms to adjust quickly to newly emerging topics, customer needs or markets which easesfuture exploitation.
For these technologies and focused on the above-mentioned markets, SAIL expects to winapproximately 5 to 7 new customers in the first three years after ROXANNE, resulting in an averageincrease of about 5 % of annual revenue and up to 20 to 40 days of customization and trainingservices associated.
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SAIL plans to re-invest part of the earnings to further improve and adjust components and models,thus boosting further commercial activities. Through its close association with Law EnforcementAgencies in ROXANNE, additional network effects and positive exploitation impacts are expected.SAIL plans to offer mutual licenses as well as free trial offers to consortium partners at preferredconditions

4.2.12 Trilateral
Trilateral works on ethical issues across a number of different security projects. It intends to use theresults and experience from ROXANNE to feed into improving the ethical analysis and processes itcan offer in the future. It is also looking into developing a suite of Ethics Tools which could provideexamples of best practice gathered from its work in ROXANNE and other similar projects. Thesetools will help ensure future research complies with ethical and legal standards, and common societalvalues. These tools will incorporate concepts related to privacy-by-design and ethics-by-design sothat they can be used in future projects. The nature of these tools, and the business model forexploiting them are still under discussion by Trilateral.

4.2.13 USAAR
Saarland University will exploit its developed code and expertise in the areas of natural languageprocessing and machine learning obtained in the ROXANNE project. Being a university, this willmainly occur in the established ways for academic partners in the form of academic publications,patents and follow-up projects.
Saarland University offers many possibilities for start-ups and spin-offs in the form of its "Gründer-Campus Saar" and "EXIST" initiatives as well as the KWT and WuT partners. Due to the attractivejob market based on the current AI boom, it is, however, not probable that a company will directly befounded as there are many attractive job offers for graduates of the institute. Instead, SaarlandUniversity targets an indirect commercial exploitation in the form of licensing agreements with theROXANNE partners. Additionally, the institute has intensive contacts to other companies in thelanguage processing sector that would allow such a future exploitation.

4.2.14 USCS
USCS as an academic partner and public institution will not perform commercial exploitation of theproject’s results. USCS will reuse, expand and adapt the developed algorithms, software andfindings acquired during ROXANNE to strengthen own research on the analysis of criminalnetworks as well as to support the academic community.
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4.3. Collective Exploitation Plan
Unlike individual exploitation plans given in Section 4.2, this section describes first steps toward a collectiveexploitation of ROXANNE results. The discussions on collective exploitation have started recently, oncarefully preparing a questionnaire (see its template provided in Annex I, Sec 6.2) to be distributed among alltechnical project partners. The questionnaire poses principal questions related to market analysis, needs ofROXANNE aimed solutions, investment necessary after the end of ROXANNE project, requiredmaintenance, etc.
As analysing these questions requires sufficient time and better understanding on a platform to be developedand implemented, this section comprises only first ideas. We aim to continue in regular discussions with alltechnical partners so that a solid understanding and commitment from partners can be ready for M18 (anupdate of exploitation plan).
The technology developed in ROXANNE has a great commercial potential. Either as a new platform built onstandard APIs (i.e. RESTful api) supported by AIRBUS, or its integration with existing platforms alreadyused by various LEAs, we aim to find an optimal solution based on collection of feedback from ROXANNEtechnological partners, and especially from internal and external (stakeholder board) LEAs.
Potential constraints such as the ownership rights, agreements, contracts and licenses in place will bediscussed to explore possible directions to allow a smooth commercial operation.
ROXANNE also has partially analysed and proposed a range of options to manage an IP ownership rights,such as agreements, contracts and licenses. We note that the Consortium Agreement (and the EC rules)stipulate that (in simple words) for the performance of the project, everyone has to provide everything theother partner needs. For commercial exploitation, however, the CA states in article 9.4.1 that “Access Rightsto Results if Needed for Exploitation of a Party's own Results shall be granted on Fair and Reasonableconditions”, i.e. that the partners need to negotiate the business terms among the producers of results andtheir users. As stated above, these terms need to be negotiated beforehand, so that the entity commercializinga result will be in a safe position to have any subsequent financial, legal, or other claims of an entity acting asa supplier. The IPR rules of the CA have been discussed in D8.4, Section 7.3.1.
A poll was organised among the ROXANNE partners to ask about their intent to participate in individualexploitation and/or collective exploitation. The results are summarized below:

Partners Individual Exploitation Collective ExploitationIDIAP Yes YesADITESS Yes YesAEGIS Yes YesAIRBUS Yes YesBUT Yes YesCAPGEMINI Yes YesITML Yes MaybeKEMEA Yes MaybeLUH Yes YesMUP Yes MaybePHONEXIA Yes YesSAIL LABS Yes YesTRILATERAL Yes MaybeUCSC No YesUSAAR Yes Maybe

In addition, below are some opinions/visions on collective exploitation provided by project partners:
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 IDIAP: as already stated in a section above, IDIAP will fully support a collective exploitation ofROXANNE project. We will participate on analysis of market, collection of feedback from internaland external LEAs on what type of technology can be viable and industrialized into a profitableproduct, possibility to offer a part of platform or the full version as free SW to LEAs, etc. Allpathways will be carefully analysed, including analysis of IPR schemes to be agreed among alltechnical partners.
 AEGIS : Apart from the plans for individual exploitation described above, AEGIS is activelyexploring schemes for combining the Forensics Visualization Toolkit (FVT) with othercomplementary ROXANNE tools, including the option of a joint venture, the possibility to includeFVT as a “white label” software to the solution of ROXANNE partner, the online distribution tocustomers via a marketplace operated by a ROXANNE partner, etc. Furthermore, AEGIS team canoffer a number of supporting services to LEAs (the main target customer) such as integration withexisting solutions, configuration / customization, training and consulting. In order to betterunderstand what activities LEAs are currently performing and how effective these are today, whatactivities they would like to perform but are not supported today, what existing solutions are usedtoday and how satisfied they are, AEGIS is involved in the preparation and analysis of end-userrequirements survey.
 AIRBUS: in addition to the incorporation of new analytics in its Intelligence portfolio, Airbus is alsocommitted to study the possibility of a collective exploitation of the Roxanne platform as a whole. Tothat end, Airbus has proposed to all Roxanne partners a questionnaire (see Annex I) to investigate thefeasibility of such an approach both from a legal, technical and business perspective. Airbus hasstarted and will continue leading a series of exploitation workshops with the Roxanne partners toaddress the questions listed in Annex I and try to find a sustainable approach allowing over a shortperiod of time after Roxanne project completion for a profitable exploitation of the platform and allits components.
 BUT: BUT fully supports the collective exploitation plan. BUT's contributions to the ROXANNEplatform can include scientific approaches and algorithms for improved speaker identification (bothalone and in combination with network analysis), algorithms and models for automatic speechrecognition, as well as modules for pre-processing of the speech signal and its low-level processingsuch as voice activity detection and diarization. BUT is also active in the creation of simulated data-set (inspired by a real case provided by LEA partner) - this data-set will not be exploited directly butwill be very useful when demonstrating the capabilities of the ROXANNE platform, as well asrelated outputs.
 CAPGEMINI: The industry partners must take the necessary steps of protecting the IP generated aspart of their individual exploitation efforts. The consortium will define and implement a set of toolsand activities to exploit the project results and will perform field tests for interested end-users andindustry stakeholders during project events specifically aiming into helping them exploit the resultsof the project. The project team will inform the target stakeholders about the project developmentsand foster the creation of synergies and will encourage the target stakeholders to provide inputsregarding the project outcomes and results. The consortium will also investigate the market andeconomic benefits from the impact of the research results of the project.The consortium must create a business case for the ROXANNE platform taking into considerationthe suitable solutions available right now, USP of this product, the need for end-users and thepossibility of integration with other tools and services. Capgemini would be assisting other partnersin building a business case as and where required.
 ITML: D9.3 at M5 consists an interim version of dissemination and exploitation plans which will beupdated at M18 andM36. Therefore, we need a preliminary analysis regarding our exploitation plansin terms of our outputs. At this particular time, we can describe in detail our (individual) plans andstart building our collaborative activities and related outputs month by month. We should mentionthat ROXANNE’s outputs will be tangible (ROXANNE platform) but also non-tangible (dels.,methodology). We should not underestimate this work (intellectual). The outputs of ROXANNE canbe many things listed/grouped in tech categories as for example: tools, apps, SW, methods. Behind
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these tech categories a joint exploitation plan may exist and hopefully revealed as time goes by. Theoutputs of ROXANNE can be divided in short-term and long-term ones, with the latter describing atM18 (M36) our overall vision. In that direction, for the structure of D9.3 we need a strategy or inanother words an approach that consists of:Statement of individual interests inside ROXANNE based on the content that will be exploited andhow this is relevant toROXANNE (ROXANNE platform) [AGREED]o Examination of possible joint exploitation plans inside ROXANNEo Description of the opportunities, obstacles and threats for ROXANNE project and itsplatformo Record of the need of market analysis (SLT, NLP, VA and NA tools and services especiallyoriented for investigations) and a short description of it (competitors, trends, customer, jobs,etc.)We can describe how and when (M18) due to D9.5 we will deliver this market analysis. The marketanalysis will be helpful for all of us but mostly for CAP/TRI (leaders of dissemination, exploitationand communications activities). In that approach there is an opportunity to specify the areas oftechnology that ROXANNE will have most of the opportunities to succeed. Market analysisconnected with our offerings (outputs) should describe the technological factors (pros & cons) andhow we can create enlargement of the overall gain (out of pros) and shrinkage of problems (out ofcons). Our output(s) (e.g. tools, apps, SW, methods and ROXANNE platform) must also beconnected with the financial factor including possible customers and jobs. The summary of tech andfinancial factors may lead to a profitable business. An extra option is that this analysis can be targetedin country level or more general in a European level.
 LUH: There is mutual exploitation benefit between LUH and ROXANNE. On the one hand, LUHwill provide novel methods for social network analysis and take part in research with other technicalpartners on novel speech recognition methods. On the other hand, LUH will use ROXANNE partnernetwork for accessing data and use cases from security community. ROXANNE will support theopening of other interdisciplinary collaborations - for example, with social scientists, as well ascontacts with law enforcing organizations.In terms of technological transfer of research into law enforcement, LUH expects to be involved inthe future with consultancy activities to stakeholders for adopting, implementing and using theinnovative techniques and algorithms developed within the project.
 SAIL: In addition to the individual exploitation plans described in Section 4.2.12, SAIL also seesmutual benefit in collective exploitation of the project results, in particular, the ROXANNEplatform. In this regard, SAIL will participate in the analysis of market and economic benefits andwill share its experience in software/hardware installation and operability. We also intend to activelytake part in exploitation of the platform by supporting PoC’s or other pre-procurement activities.Depending on the end-user needs and commercialization agreements, SAIL may integrate its audioand text processing technologies into the final product. The prerequisite of this, as anticipated, is asafe legal framework comprising the intellectual property rights of the partners’ backgroundtechnologies. SAIL has no objections to offering the foreground to the end-users of the ROXANNEconsortium for favorable terms and conditions or for extended trial periods. However, open sourcingof the SAIL technologies and components as part of the platform is not possible from SAIL’sperspective. We believe that the leverage effect of the ROXANNE consortium members and theirinfluence and expertise in their respective areas would place the platform to a favorable position inthe criminal investigation software market.
 TRILATERAL: due to the nature of the work Trilateral does in ROXANNE being legal and ethicalanalyses, Trilateral are still considering whether it would be possible to join collaborativeexploitation. Trilateral will keep up with the discussion on collaborative exploitation and will engagewith it if it becomes feasible for Trilateral to do so.
 USAAR: We can provide licensing of our technology to other companies. Saarland University offerssupport for academic spin-offs in general, but due to the current job boom in the AI sector, anUSAAR spin-off is unlikely. Exploitation in the form of follow-up (research) projects is possibleand welcome. The open-sourcing of technology, as mentioned by CAP, is possible from our side.
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 UCSC: There is mutual exploitation benefit between UCSC and ROXANNE. UCSC will contributein the assessment of the added value of network analysis performed on the additional relationalinformation derived from ROXANNE compared to traditional analysis of criminal network (i.e.mostly derived from meetings, telephone calls and contact logs). Furthermore, UCSC will exploitROXANNE as an important opportunity to access data and contacts for future cooperation forresearch projects, fostering collaboration among technical partners, social scientists and the lawenforcement community.
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5. Annex I - Roxanne Exploitation Plan Questionnaire
5.1. Introduction
This questionnaire was proposed by Airbus in order to stimulate an early discussion on the exploitation ofthe Roxanne project results.
Every partner interested in exploitation was requested to fulfil the questionnaire.
Two options were envisaged:

 Individual exploitation
 Collective exploitation of the Roxanne project results.

These options are not contradictory one with the other.
Individual exploitation refers to one Roxanne partner deciding to exploit for its own benefit some of the
results of the Roxanne project either by adding new product(s)/service(s) to its catalogue of solutions or by
improving its existing solutions. Note that one partner can decide to exploit its own development (easiest
case) but may also be willing to exploit the results developed by other partners (or the overall project results).
In that case, this partner will have to agree on the commercial terms with the owners of the other results.
Collective exploitation refers to several Roxanne partners deciding to join in some form of contractual
cooperation, for instance by deciding to invest in a new company and commit to further develop the results of
the Roxanne project so that they can be commercialized as new product(s)/service(s). This form of
exploitation requires partners to agree on the effort they are willing to do before an expected return on
investment. Depending on the scope, contractual negotiations may have to be made with the partners that
would decide not to be part of the project if the results they own were necessary for the commercial
exploitation of the new product(s)/service(s).

5.2. The questionnaire
Vision
What is our/your vision?
How dowe/you see the market and the customer needs in 2024 (or later) and why?
Dowe/you have figures (market growth, etc.) to confirm these views and what are the trends?
Customer
Who is our target customer?
What is the problem that we solve?
Why is this problem among the top-3 priorities of our target customer?
Product/Service
What do we/you (want to) sell?
Why does it solve our target customer’s problem?
Competition
Who are the competitors and what is their offer (price, quality criteria of their products/services, etc.)?
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How do/will we compare with these criteria?
Marketing
What is our marketing plan to get our product/service known and loved by our target customers?
What are the key dates/events?
Price
How dowe intend to sell our product/service?
What will be the price?
What will be covered by the price?
What will be not covered by the price?
Cost structure
What will be the cost structure?
What will be the recurring and the non-recurring costs?
Achievements
What can we expect to have achieved at the end of the Roxanne project?

 any commercial achievements (first contracts, etc.)?
 what Roxanne project results?

Can we expect any extra funding?
Any other expected achievement?
Team
Whowill be part of the exploitation structure?
Who is will be leading?
Any steering committee?
Partnerships?
Project Roadmap
What is our/your exploitation roadmap – from Roxanne prototype/component to commercial
product/service?
When do we/you expect to have our first contract with an external customer?
Risks
What are our main risks and how can wemitigate them?
Risks can be technical, industrial, business, etc.
Funding
How dowe intend to fund the industrialization of Roxanne project results?
Howmuchmoney do we need?
What are the possible sources of funding?
Costs and revenues
What are the costs and revenues, cash flows and cumulated cash flows for the first years, until the
ROI >15%?
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What is our/your business plan?
Intellectual Property Rights
What do we/you reuse?
How are IPR issues addressed?

6. Annex II - EC Rights and Obligations with Respect to the Results
6.1. Ownership of results
Results will be owned by the partner generating them. In case of a result being owned by a multiplepartners of beneficiaries, all should come to an agreement in writing. (More details on this in Article 26 ofGA). All arrangements must be made to ensure compliance to the Grant Agreement.
In case no results are protected in nature, the ownership might be assumed by the European Commission.(More details on this in Article 26 of GA).

6.2. Protection of results
Each beneficiary has an obligation to protect project’s results (More details on this in Article 27 ofGA).

6.3. Exploitation of results
Each beneficiary has an obligation to exploit project’s results for up to four years after GA is signedwhile taking contracted measure. (More details on this in Article 3 and Article 28 of GA).
If a beneficiary is unable to fulfil any of the obligations under this Article, the grant for the said beneficiarymay be reduced in accordance with Article 43 of the GA.

6.4. Dissemination of results
Each beneficiary must disseminate their results as quickly as possible. However, possible protection ofthe asset is to be kept in mind before disseminating any information (More information on paragraph 2.2 ofthe GA).

6.5. Open Access (OA) of publications
For Horizon 2020 projects, ensuring open access (free online access for external users) to projectpublications is an obligation for all the grants. Each beneficiary must ensure open access (OA) of all thepeer-reviewed and scientific publications related to the results of the project (More details on this inArticle 29.2 of GA).
For any more details on open access, please refer to the ‘Guidelines on Open Access to ScientificPublications and Research Data in Horizon 2020’(http://ec.europa.eu/research/participants/data/ref/h2020/grants_manual/hi/oa_pilot/h2020-hi-oa-pilot-guide_en.pdf)
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6.6. Obligation & rights to use the EU emblem
Any dissemination of results must display the EU emblem and include the following text unless theAgency requests or agrees otherwise or unless it is impossible:

This project has received funding from the European Union’s Horizon 2020 Work Programmefor research and innovation 2018-2020, under grant agreement n°833635


